
Monitoring Boats in Marine Reserves: A MAS Solution

Andrea Addis
Dept. of Electrical and
Electronic Engineering
University of Cagliari

Italy
addis@diee.unica.it

Giuliano Armano
Dept. of Electrical and
Electronic Engineering
University of Cagliari

Italy
armano@diee.unica.it

Eloisa Vargiu
Dept. of Electrical and
Electronic Engineering
University of Cagliari

Italy
vargiu@diee.unica.it

ABSTRACT
The application of agent methodologies in process monitor-
ing and control is a relatively novel approach, particularly
suitable for distributed and dislocated systems. As for ma-
rine reservers, access monitoring is aimed at avoiding intru-
sions of unauthorized boats – also considering that, typically,
marine reserves are located in areas not easily accessible.
Typical solutions consist of using radar systems or suitable
cameras activated by movement sensors. In this paper, we
present a multiagent system aimed at monitoring boats in
marine reserves. The goal of the proposed system is to dis-
criminate between authorized and unauthorized boats – the
formers being equipped with GPS+GSM devices. Boats are
tracked by a digital radar that detects their positions. The
system has been used to monitor boats in a marine reserve
located in the North of Sardinia. Results show that adopting
the proposed approach facilitates the system administrator,
as well as staff operators, in the task of identifying intru-
sions.

Categories and Subject Descriptors
I.2.11 [Artificial Intelligence]: Distributed Artificial In-
telligence—multiagent systems; H.3.3 [Information Stor-

age and Retrieval]: Information Search and Retrieval—
information filtering

General Terms
marine reserves, multiagent systems

1. INTRODUCTION
In the summertime, in Sardinia and in its small archipelago
a lot of tourists often sail in protected or forbidden areas
and/or close to the coast. Monitoring such areas is quite
complicated since the corresponding scenario requires to dis-
criminate between authorized and unauthorized boats.

Along Sardinia coasts, there are two-hundred tourist harbors
with about thirteen thousand places available for boats and
several services for boat owners. Small ports typically have
to monitor large areas in order to guarantee the access to
authorized boats without suitable resources (e.g., radars).
In these areas, staff operators have to directly patrol the
surface in an uneconomic way. A typical solution consists
of using a radar system controlled by a central unit located
ashore in a strategical position. Radar signals allow to detect
the positions of the boats that sail in the controlled area.
The main problem is that it is needed to distinguish among
authorized and unauthorized boats.

Since the multiagent technology may help in deploying real
applications both from a software engineering [11] and a
technological perspective [4], we propose a multiagent ap-
proach to monitor boats in marine reserves. To our knowl-
edge no agent-based solutions have been proposed in the
literature to monitor and signal intrusion in marine reserves.
The system has been implemented by using X.MAS, a generic
multiagent architecture devised to implement information
retrieval and information filtering applications [2].

The corresponding scenario requires to discriminate between
authorized and unauthorized boats – the formers being equipped
with GPS+GSM devices. Boats are tracked by a digital
radar that detects their positions. The system has been
used to monitor boats in a marine reserve located in the
North of Sardinia. Results show that adopting the proposed
approach allows system administrator and staff operators to
easily identify intrusions.

The remainder of the paper is organized as follows: first, se-
lected related work on agent-based systems for monitoring
and surveillance are presented. Subsequently, the proposed
MAS solution is described, focusing on the corresponding
macro-architecture and on agent capabilities that have been
implemented. The current deployed prototype is then pre-
sented together with some experimental results. Conclusions
end the paper.

2. RELATED WORK
Applying agent methodologies in process monitoring and
control is a relatively new approach, particularly suitable
for distributed and dislocated systems. In particular, agent-
based solutions have been proposed to monitor: (i) con-
trol systems [6], (ii) distant control experimentation systems
[10], and forest fires [5].

In [6], a methodology for designing agent-based production
control systems, which can be successfully applied by an en-
gineer with no prior experience in agent technology, has been
proposed. Authors propose a design method for identifying
the agents of a production control system. The identifica-
tion of agents allows the designer to move from pure domain
concepts (such as production processes), to agent-oriented
concepts (such as agents and decision responsibilities). In
addition, the identification of agents provides a basis for all
other subsequent design steps, such as interaction design or
agent programming.



In [10], an approach to the realization of distant control
experimentation system has been described, the main task
being to monitor temperature and humidity and to control
experiments with the possibility of video monitoring of the
experimental area. The underlying idea is to integrate an
existing laboratory greenhouse model and an existing video
system. A multiagent system is then developed that involves
five specific software agents. Agents are responsible of all
operations: from user-system communication to telecontrol
and video monitoring.

In [5], a TCP/IP-based system conceived of sensor networks,
central server units for collecting, processing and storing all
data, has been presented. Each sensor network has sev-
eral monitoring units, each including: (i) pan, tilt, zoom-
controlled video camera connected to a network-embedded
video web server, (ii) mini meteorological stations connected
to network-embedded data web servers, and (iii) a wireless
communication unit. Agents designed for forest fire mon-
itoring strictly follow these guidelines, each module of the
system being autonomous, aware of its environment and ca-
pable of active behavior if alarmed. Environment awareness
is accomplished by connecting numerous meteorological sen-
sors to a network-embedded microcontroller unit. Network-
embedded microcontroller units are responsible for collect-
ing data from sensors, formatting and preprocessing it and
passing it to the central server agent if needed.

Agent-based solutions have also been proposed to develop
video surveillance systems. Video surveillance is an active
area of research. In this field, researchers are concerned
with detection and tracking based on a security issue. In
particular, researchers are mainly interested in autonomous
system configuration [1], object identification [9], and multi-
modal systems [8].

In [1], a video-based multi-agent system for traffic surveil-
lance, called Monitorix, is presented. Agent interactions are
controlled by a BDI-like architecture. Agents communicate
using FIPA-ACL messages with SL contents. Each agent
defines a set of predicates, functions and actions that may
be referred in the messages that it receives. Vehicles are
tracked across cameras by a suitable agent, using a traffic
model whose parameters are continuously updated by learn-
ing algorithms. The classification of mobile objects uses
competitive learning algorithms. The computation of typi-
cal trajectories uses statistical adaptation. The tracking of
mobile objects, from one camera into the next one, updates
the parameters of its prediction model, using a combination
of symbolic learning and genetic algorithms.

In [9], an architecture for implementing scene understanding
algorithms in the visual surveillance domain has been pre-
sented. The agent paradigm is adopted to provide a frame-
work in which inter-related and event-driven processes can
be managed in order to achieve a high level description of
events observed by multiple cameras. Each camera has an
associated agent, which detects and tracks moving regions of
interest, and is calibrated to transform image co-ordinates
into ground plane locations. By comparing properties, two
agents can infer that they have the same referent, i.e. that
two cameras are observing the same entity, and, as a con-
sequence, merge identities. Agents store a hidden Markov

model of learned activity patterns.

In [8], a coordinated video surveillance system is presented,
which can minimize the spatial limitation and can precisely
extract the 3D position of objects. The proposed system
uses an agent based system and also tracks normalized ob-
jects using active wide-baseline stereo method. The system
is composed of two parts: multiple camera agents (CAs) and
a support module (SM). Each CA treats image processing
and camera controlling. SM is devoted to manage communi-
cation between CAs. The system extracts object positions
independent of environment via the collaboration of CAs
and a SM.

3. THE PROPOSED MAS SOLUTION
As we are interested in monitoring and signaling intrusions
in marine reserves, we decided to supply authorized boats
with suitable devices able to transmit (through the GSM
technology) their position (through the GPS technology). In
this way, the corresponding scenario encompasses two kinds
of boats: authorized, recognizable by the GPS+GSM de-
vices, and unauthorized. Both kinds of boats will be identi-
fied by a digital radar able to detect the position of all boats
located in the protected area. Comparing the positions sent
by boats with those detected by the radar will easily help in
identifying unauthorized boats, signaling intrusions to the
staff operators. Furthermore, this approach allows commu-
nications from the central server to the boats (e.g., sending
information about weather forecasting) or vice versa (e.g.,
issuing a request of assistance).

From a conceptual perspective, the problem of monitoring
and signaling intrusions in marine reserves can be seen as
an information retrieval task. In fact, a typical information
retrieval task has to take into account the following issues:

i. how to deal with different information sources and to
integrate new information sources without re-writing
significant parts of it;

ii. how to suitably encode data in order to put into ev-
idence the informative content useful to discriminate
among categories;

iii. how to allow the user to specify her / his preferences;

iv. how to exploit the user feedback to improve the overall
performance of the system.

As for the considered scenario, information sources are radar
and GPS+GSM devices; the categories among discriminate
with are authorized and unauthorized boats; user prefer-
ences depend on the specific role of the user (i.e., system
administrator or staff operators); and the feedback could
be adopted by the system administrator to signal possible
errors in the intrusion detection. The above issues are typ-
ically strongly interdependent in information retrieval sys-
tems. To promote the decoupling among relevant aspects,
we adopted the agent-based technology. In fact, resorting to
a multiagent solution may help in dealing with the under-
lying distributed environment, which requires light-weight
task allocation, flexibility, and scalability.



The adopted multiagent system consists of a society of soft-
ware agents, each embodying heterogeneous characteristics
and responsibilities. Each agent exhibits an intelligent be-
havior while providing a useful support to the task of boat
monitoring. To this end, several kinds of agents have been
devised: (i) agents aimed at extracting information from the
information sources (i.e. the radar and the mobile devices);
(ii) agents devoted to encode such information; (iii) coop-
erative agents that perform the role of domain experts and
are aimed at following boats signaling intrusions; and (iv)
interface agent through the user can interact with.

The proposed system, called SEA.MAS, has been devised
by customizing X.MAS [2], a generic multiagent architecture
built upon JADE [3], devised to make it easier the imple-
mentation of information retrieval and information filtering
applications. For the sake of completeness, in this section we
first summarize X.MAS (the interested reader may consult
[2] for further information) and then illustrate its customiza-
tion to monitor boats in marine reserves.

3.1 X.MAS
The X.MAS architecture encompasses four main levels: in-
formation, filter, task, and interface.

At the information level, agents are entrusted with extract-
ing data from the information sources. Each information
agent is associated to one information source, playing the
role of wrapper.

At the filter level, agents are aimed at selecting information
deemed relevant to the users, and at cooperating to prevent
information from being overloaded and/or redundant. In
general, two filtering strategies can be adopted: generic and
personalized.

At the task level, agents arrange data according to users
personal needs and preferences. Task agents are devoted
to achieve user goals by cooperating together and adapting
themselves to the changes of the underlying environment.

At the interface level, a suitable interface agent is associated
with each different user interface. In fact, a user can gener-
ally interact with an application through several interfaces
and devices (e.g., pc, pda, mobile phones, etc.).

At the mid-span level, agents are aimed at establishing com-
munication among requesters and providers. In the liter-
ature, several solutions have been proposed: e.g., black-
board agents, matchmaker or yellow page agents, and broker
agents (see [7] for further details). In X.MAS, agents at the
mid-span level can be implemented as matchmakers or bro-
kers, depending on the specific application.

X.MAS agents are JADE [3] agents that can (i) interact by
exchanging FIPA-ACL messages, (ii) share a common ontol-
ogy in accordance with the actual application, and (iii) ex-
hibit a specific behavior according to their role. As for agent
internals (see Figure 1), each agent encompasses a scheduler
devoted to control the information flow between adjacent
levels. Information and interface agents embody informa-
tion sources and specific devices, respectively. Filter and
task agents encompass an actuator that depends on the ac-

tual application. Middle agents contain a dispatcher aimed
at handling interactions among requesters and providers.

Figure 1: Agent internals.

3.2 SEA.MAS
Figure 2 sketches the macro-architecture of SEA.MAS, the
implemented customization of X.MAS for monitoring boats
in marine reserves.

Figure 2: SEA.MAS macro-architecture

Information level. In this particular scenario, information
sources are the digital radar and GPS+GSM devices. For
each information source, a suitable information agent is de-
voted to embody the information provided therein. To this
end, we implemented a wrapper for the digital radar and a
wrapper for the GPS+GSM devices. The information gen-
erated by wrappers becomes available to the other agents of



the system by invoking the middle agent corresponding to
the middle-span level “Information-Filter”.

Filter level. Filter agents are aimed at encoding the infor-
mation extracted by the information agents, which is used to
create events containing the position of the detected boats
and their identification code, when available. Moreover, fil-
ter agents are devoted to avoid two kinds of redundancy:
information detected more than once from the same de-
vice (caching) or throughout different devices (information
overloading). Then, the middle agent corresponding to the
middle-span level “Filter-Task” forwards the event to the
corresponding task agent, assuming the role of yellow pages
if the identification code is available or the role of broker
otherwise. If a detected event is not related to an autho-
rized boat, the middle agent creates a task agent able to
handle the event.

Task level. Task agents are devoted to achieve user goals
by cooperating together and adapting themselves to the
changes of the underlying environment. A task agent corre-
sponds to each boat, the underlying motivation being the ne-
cessity to centralize the knowledge regarding the position of
a boat, its state and other further communication channels.
As for the position, events are classified as follows: events
belonging to anonymous detection systems and events be-
longing to known detection systems (i.e., with an identifica-
tion code). As for the state, it depends on the identification
code and/or on possible information provided by the corre-
sponding boat. As for further communication channels, a
bidirectional message exchange between the boats and the
server could be also available (e.g., to provide weather in-
formation). The main tasks of the agents belonging to this
architectural level are: (i) to follow a boat position during
its navigation, also dealing with any temporary lack of sig-
nal; (ii) to promptly identify unauthorized boats alerting the
interface agents; and (iii) to handle messages coming from
the interface level in order to notify the involved devices.

Interface level. A suitable interface agent allows users to
interact with the system. Final users are the system ad-
ministrator and staff operators. In particular, the interface
agent is aimed at providing user profiling and getting a feed-
back from the user –which can be exploited to improve the
overall ability of discriminating among authorized and unau-
thorized boats. In this way, the interface agent will pass
information from user to agents, for instance to notify the
interested agents about changes occurred in the environment
or about faulty that might occur in the devices located on
the authorized boats. So far, user’s feedback is performed
through a simple solution based on the k-NN technology1.
When either a false positive or a false negative is evidenced
by the user, it is immediately embedded in the training set of
the k-NN classifier that implements the feedback. A check
performed on this training set after inserting the negative
example allows to trigger a procedure entrusted with keep-
ing the number of negative and positive examples balanced.
In particular, when the ratio between negative and positive

1The k -nearest neighbor is a classification method based
upon observable features. The algorithm selects a set which
contains the k nearest neighbors and assigns the class label
to the new data point based upon the most numerous class
with the set.

examples exceeds a given threshold (by default set to 1.1),
some examples are randomly extracted from the set of “true”
positive examples and embedded in the above training set.

Let us note that the corresponding system involves a number
of agents that depends on the number of boats. In fact,
whereas the number of middle agents (one for each middle-
span level) and information-, filter-, and interface-agents is
fixed (i.e., two information-, one filter, and one interface-
agent), for each boat a task agent is instantiated. This is
not a problem for two main reasons: agent can be distributed
on several nodes, and, typically, marine reserves can host a
maximum of 20 boats at a time.

As for the capabilities that X.MAS agents can exhibit in
this particular scenario, the main ones are: (i) cooperation,
(ii) mobility, (iii) personalization, (iv) adaptivity, and (v)
deliberative capability.

Cooperation. Cooperation is the main requirement to
be implemented in SEA.MAS agents. In particular, agents
must cooperate to coordinate their actions in order to achieve
their goals. In SEA.MAS cooperation may occur both hor-
izontally and vertically. The former kind of communica-
tion supports cooperation among agents belonging to a spe-
cific level, whereas the latter supports the flow of informa-
tion and/or control between adjacent levels through suit-
able middle-agents. Cooperation is implemented in accor-
dance with the following modes: centralized composition,
pipeline, and distributed composition: (i) centralized com-
positions can be used for integrating different capabilities,
so that the resulting behavior actually depends on the com-
bination activity; (ii) pipelines can be used to distribute in-
formation at different levels of abstraction, so that data can
be increasingly refined and adapted to the user needs; and
(iii) distributed compositions can be used to model a coop-
eration among the involved components aimed at process-
ing interlaced information. Communication among agents is
performed by the FIPA-ACL support provided by JADE.

Mobility. All involved agents can be mobile, if needed.
In fact, in case of a large number of agents (i.e. boats)
this requirement becomes mandatory in order to handle the
computational complexity. Thus, mobility permits the run-
time deployment of agents in a distributed architecture. Let
us recall that X.MAS agents are in fact JADE agents; for this
reason, it is very easy to build mobile agents able to migrate
or copy themselves across a network –as JADE mobile agent
can navigate across different containers and platforms. Of
course, mobile agents must be location aware in order to
decide when and where to move. Therefore, X.MAS provides
a suitable ontology that holds the required concepts and
actions.

Personalization. Personalization is provided to perform
profiling at the interface level. In fact, the system is able to
provide a different interface depending on the actual opera-
tor (e.g., system administrator and several kinds of staff op-
erators). Information about user profiles is stored by agents
belonging to the interface level, although to support per-
sonalization, filter and task agents may need to store it ei-
ther. It flows up from the interface level to the other levels
through the middle-span levels. In particular, agents be-



longing to mid-span levels (i.e., middle agents) take care
of handling synchronization and avoiding potential inconsis-
tencies. Moreover, the user behavior is tracked during the
execution of the application to support explicit feedback, in
order to improve her/his profile.

Adaptivity. Currently, SEA.MAS agents exhibit a trivial
adaptive capability. Task agents, in fact, are able to adapt
their behavior in order to avoid to lose boats in case of sig-
nal absence (i.e., areas devoid of GSM signal). In a future
release of the system, we are planning to implement multia-
gent learning strategies, such as evolutionary computation,
to allow task agents to self-adapt to further changes that
may occur in the environment.

Deliberative capability. Currently, SEA.MAS agents do
not exhibit deliberative capabilities. In a future release of
the system, we are planning to implement reasoning algo-
rithms that allow task agents to autonomously replan their
actions if needed.

Figure 3: Schema of the overall system

4. EXPERIMENTS AND RESULTS
Figure 3 illustrates the components involved in the sys-
tem. First, a simulator has been implemented for testing
SEA.MAS. Such component simulates both the radar and
the GPS+GSM devices. In particular, it simulates signals
belonging to GPS and radar by randomizing temporal dis-
placement and by adding detection errors. It is worth point-
ing out that the simulator mimics the real world behavior
of boats, such as accelerations and changing course. The
presence of GPS devices on the boats have also been simu-
lated. To test the robustness of the approach, the prototype
has been tested scaling up the number of boats from 20 to
100. Let us recall that, in the worst case (i.e., 100 boats)
the system is composed by 107 agents. Performances put
into evidence that, also considering 100 boats, the system is
able to signal intrusions in a very short amount of time. To
assess the capability of SEA.MAS in detecting intrusions,
we performed experiments considering first a scenario with
less than 40 boats, and then a scenario with a number of
boats varying from 40 to 100. In the former scenario, being
boats enough spaced out, the filter agent is able to easily
distinguish among authorized and unauthorized boats and,
consequently, task agents are correctly instantiated and able
to signal the detected intrusions as soon as they occur. In the
latter scenario, the signals provided by boats could overlap,

and, as a consequence, the filter agent could not correctly
distinguish among authorized and unauthorized boats. In
this case, some task agents could be associated to unautho-
rized boats even if they actually correspond to an authorized
one. To measure such error, we calculate the confusion ma-
trix, where: true positives (TP) are intruders, true negatives
(TN) are authorized boats, false positives (FP) are autho-
rized boats recognized as intruders; and false negatives (FN)
are intruders recognized as authorized boats. Starting from
these values we then calculated accuracy (α), precision (π),
and recall (ρ), whose definitions are reported below for the
sake of completeness:

α =
TP + TN

TP + TN + FP + FN
(1)

π =
TP

TP + FP
(2)

ρ =
TP

TP + FN
(3)

Experiments pointed out that, on average, system accuracy
is 95%. As for precision and recall, the system exhibits the
same propensity to make mistakes in FP and FN, on the
other hand the overall error is quite low. On average, preci-
sion and recall are 93%. Furthermore, for both scenarios we
tested the system varying the percentage between intruders
(TP) and authorized boats (TN) examples. In both cases,
the system is not influenced by those variations in the inputs,
meaning that the behavior of the system is independent from
the involved boats.

Once SEA.MAS has been tested, the simulator has been
switched off and the system has been used to monitor boats
in a marine reserve located in the North of Sardinia. GPS-
and radar-signals are retrieved by suitable information agents
that are able to extract the actual position according to GPS
and NMEA standards. As for the interface agent (see Fig-
ure 4), it represents in different colors different states: au-
thorized, unauthorized, not-detected, under verification. In
case of intrusion, an acoustic sound is generated together
with the position of the unauthorized boat(s). Such signal
is sent to the security patrol, whose primary goal is to catch
intruders. The maximum number of boats in the selected
marine reserve was 20. Experiments performed on the real
scenario showed results comparable with the ones performed
during the simulation.

Summarizing, results show that adopting the proposed ap-
proach allows system administrator and staff operators to
easily identify intrusions. Results are quite interesting, also
considering that the system is down-market.

5. CONCLUSIONS
In this paper, SEA.MAS, a multiagent system for monitoring
boats in marine reserves, has been presented. The system
has been built upon X.MAS, a generic multiagent architec-
ture devoted to support the implementation of information



Figure 4: A snapshot of the user interface

retrieval and information filtering applications. The system
has been used to monitor boats in a marine reserve located in
the North of Sardinia. Results show that adopting the pro-
posed approach allows the system administrator and staff
operators to easily identify intrusions.
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